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2. Applicability and Eligibility 

Except as stated above, this policy pertains to all college employees whose core job functions may be 
performed at the same level through a RWA as would be on campus. Employees interested in a RWA 
should discuss eligibility and options with their supervisor. 

The policy does not apply to authorized work performed away from an employees assigned work 
location as part of an employee’s job responsibilities, including but not limited to travel, sabbatical, 
community engagement, conference attendance, etc. 

A RWA is not available to all positions or individuals in a department. Not every function is conducive to 
an alternate location because of student needs, department size and job responsibilities and/or business 
needs. The following factors will be considered when evaluating the appropriateness of a RWA: 

• The types of tasks performed, and supervision required for the position, as well as the 
supervisory responsibilities of the position. 

• The job responsibilities and the operational needs of the department. 
• The need for and remote access to specialized databases or other work resources that are not 

well supported remotely. 
• The requirements to attend meetings, fulfill public and in-person customer service 

responsibilities, and other commitments. 
• Jobs that require physical presence to perform effectively are not suitable for remote work. 
• Whether potential costs or savings would result. 
• The types of electronic or paper records/files which are required to perform a job. 
• The advancement of the college’s mission without reducing or impeding the quality of 

instruction or service provided to students, co-workers, and the community. 
• The proposed remote work location. 
• Other factors specific to the position. 

A supervisor may recommend the establishment of RWA for positions where such arrangements are in 
the best interests of the college and NSHE, or where a RWA would enhance services to meet the specific 
needs of the department. RWA’s will be reviewed per the terms specified in the accompanying RWA 
agreement to determine if the arrangement continues to meet the college’s business needs. An 
approved RWA does not reduce expectations regarding an employee’s performance or productivity nor 
does a RWA bind the college or the employee to a future arrangement within a department. No 
employee is entitled to or guaranteed the opportunity to an RWA.  

A RWA Agreement must be completed and submitted for review if the request for a RWA is more than 
10 working days in a fiscal year. Remote Work Arrangement agreements will be considered twice 
annually. For RWA beginning January 1 agreements are due October 1 of the preceding calendar year. 
For RWA beginning July 1 applications are due April 1 of the same calendar year. Remote Work 
Arrangements may be considered at time of hire outside of these two time periods.  

3. Approval Authority   

The President has delegated approval authority for RWA’s to The Vice President for Business Affairs and 
The Vice President for Student and Academic Affairs for the respective departments reporting to them.  
Requests for RWAs must be recommended up through the employee’s supervisory structure before 
approval will be considered by the approval authority indicated above.  
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4. Types of Remote Work Arrangements 

Types of RWA’s available under this policy include: 

a) Hybrid Remote Work Arrangement – A workplace alternative that provides the option of 
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a) Duration or Renewal of Agreement 

All employees that desire to have a RWA 
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The employee will apply safeguards to protect electronic data and print documents from 
unauthorized disclosure or damage. All records, papers, and correspondence must be safeguarded 
for their return to the office. The employee is responsible for confidentiality and protection of 
sensitive data. A physical audit of the RWA location by the college may be required in certain 
circumstances. 

While working remotely, an employee may receive work-related data, documents, or other 
materials protected by the Family Educational Rights and Privacy Act (FERPA), the Gramm-Leach-
Bliley Act (GLBA), the Health Insurance Portability and Accountability Act (HIPAA), Personally 
Identifiable Information, or other state or federal privacy laws or regulations and personnel 
records. Those items will be considered “Confidential Information” for purposes of this policy. 

All NSHE and applicable college policies on information technology, internet access, and technology 
use apply to remote work, as they would at an on-campus work site. A remote work employee 
accepts responsibility for maintaining the security, condition, and confidentiality, of all work-
related data, documents, and other materials kept at their off-campus workplace or stored on 
electronic equipment. Violation of applicable policies or negligence related to protected and 
confidential information are grounds for disciplinary action. Work-related data, documents, or 
other materials shall not be stored on personal electronic equipment. 

The employee will hold all Confidential Information in strict confidence. The employee will not use 
or disclose Confidential Information except as required to perform their job duties. The employee 
will protect all Confidential Information in accordance with the above-referenced policies and 
commercially reasonable standards and use appropriate administrative, technical, and physical 
security measures to preserve the confidentiality, integrity and availability of all Confidential 
Information. In the event of an actual or suspected breach of security, the employee must 


